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	TS 33.501 clause 8.4.2 seems to allow the option where a supporting MME can exchange the UE 5G security capabilities with the AMF, implied by the words “if” and “source MME” in the following excerpt:

If the target AMF does not receive the UE 5G security capabilities from the source MME, then the target AMF shall assume that the following default set of 5G security algorithms are supported by the UE (and shall set the UE 5G security capabilities in the mapped 5G NAS security context according to this default set):

We understand that for interworking with N26 the intent was to have zero impact on the MME. However, this principle has already broken in the past with the introduction of the [optional] “Return Preferred” indication in N26 signalling (see 23.502 clause 4.11.1.5.3).
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######################### START CHANGES ###########################
5.4.4a
UE MM Core Network Capability handling

The UE MM Core Network Capability is split into the S1 UE network capability IE (mostly for E-UTRAN access related core network parameters) and the 5GMM capability IE (mostly to include other UE capabilities related to 5GCN or interworking with EPS) as defined in TS 24.501 [47] and contains non radio-related capabilities, e.g. the NAS security algorithms etc. The S1 UE network capability is transferred between all CN nodes at AMF to AMF, AMF to MME, MME to MME, and MME to AMF changes. The 5GMM capability IE is transferred only at AMF to AMF changes.

NOTE: 
The 5GS-related information (e.g. UE 5G security capabilities) contained in the S1 UE network capability will be lost when transferred via an MME that is not capable to handle it.  

In order to ensure that the UE MM Core Network Capability information stored in the AMF is up to date (e.g. to handle the situation when the USIM is moved into a different device while out of coverage, and the old device did not send the Detach message; and the cases of inter-RAT Registration Area Update), the UE shall send the UE MM Core Network Capability information to the AMF during the Initial Registration and Mobility Registration Update procedure within the NAS message.

The AMF shall store always the latest UE MM Core Network Capability received from the UE. Any UE MM Core Network Capability that an AMF receives from an old AMF/MME is replaced when the UE provides the UE MM Core Network Capability with Registration signalling.

If the UE's UE MM Core Network Capability information changes (in either CM-CONNECTED or in CM-IDLE state), the UE shall perform a Registration Update ('type' different to 'periodic') when it next returns to NG-RAN coverage. See clause 4.2.2 of TS 23.502 [3].

If the UE supports Attach in EPC with Request type "Handover" in PDN CONNECTIVITY Request message (TS 23.401 [26], clause 5.3.2.1), the UE shall indicate that in UE MM Core Network Capability information.

######################### END CHANGES ###########################
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